
CNFE - Certified Network Forensics Examiner 

 
Course Overview       

 
This course will introduce students to examining network forensics. Topics covered 

include investigative methodology, physical interception, wireless traffic capture and 

analysis, malware forensics, and more. 
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