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Course Overview       

 
This course gets into auditing information systems. Topics covered include the IS audit 

process, governance and management of IT, IS operations, maintenance, and support, IS 

operations and business resilience, and protection of information assets. 
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