
Certified Information Security Manager (CISM)  

 
Course Overview       

 
This course teaches students about IT governance, information risk management, security 

program management and development, and incident management and response. 
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